Lock your mobile phone, tablet and PC

That is how you protect your valuable information

Easy, isn’t it?
Prevent the loss of your valuable information as a result of the misuse, theft or loss of your mobile devices

HERE IS WHAT YOU CAN DO: 7 TIPS

1. Lock your computer, tablet or mobile phone when leaving a device unattended.
2. Never share your password with others; even the university’s IT departments will never ask you for your password.
3. Don’t follow each link you see. Be wary of (and DO NOT open) unsolicited attachments.
4. Back up all your devices regularly.
5. Change your password at least once every six months.
6. Choose passwords that are long and strong, or use phrases as passwords.
7. Are you working on a personal device? Install appropriate anti-virus software.

• Read more about ‘how to work safely’ on our intranet, or at students.uu.nl/en
• Do you suspect your data has been misused, or have you noticed a security breach? Report it to us immediately at cert@uu.nl

IS YOUR CODE EASY TO CRACK?
• A PC with Windows OS can be locked by pressing Windows L or using Ctrl Alt Del and Enter
• A MacBook can be locked using Ctrl Shift Eject
• Install a PIN code on your smartphone or tablet